**Как мне обеспечить безопасность ребенка при посещении сети Интернет?**

Прежде чем позволить детям самостоятельно посещать различные сайты, необходимо обговорить с ними правила информационной безопасности. Необходимо следить за тем, чтобы дети не публиковали в сети Интернет свои адреса, номера телефона, места работы родителей и другую личную информацию.

Вместе с тем, желательно знакомиться с персональной информацией, которую ребенок оставляет в социальных сетях, особенно в графе «Личные данные». Лучше заполнять регистрационные данные вместе, исключая всю информацию, которая в будущем может быть использована злоумышленниками. Следует обращать внимание на настройки приватности аккаунта в соцсети. Если личная страница доступна «всем» или «друзьям друзей», то доступ к персональным данным ребенка имеют посторонние пользователи.

Родителям необходимо интересоваться, на какие сайты заходит ребенок. С помощью установки пароля доступа к Интернету можно контролировать его во время общения в сети.

Нередко мошенники злоупотребляют веб-камерой, с помощью которой они могут оценить благосостояние семьи. Лучше отключать веб-камеру, когда компьютер не используется взрослыми.

Кроме того, необходимо с осторожностью размещать фотографии и другую персональную информацию в сети Интернет.

Родителям периодически необходимо проверять историю браузера, чтобы видеть, какие ресурсы посещает ребенок.